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National Security Presidential Memorandum-33 
Advise clients in the development of policies, procedures, and investments required to implement 
National Security Presidential Memorandum-33 (NPSM-33) and the resultant national security policies 
enacted to protect US government-funded research and development.

Assess

Implement

Advise

Process Review and Roadmap
• Institutions have been tasked with creating programs to maintain compliance with new 

standards including 14 new cyber security requirements, disclosure requirements, and 
training and policy development.

• Deloitte assists institutions with current state business process and cyber reviews to 
understand compliance risk and gaps and provide actionable roadmaps to reach and 
maintaining compliance with new standards.

Develop and Implement
• Advise institutions lacking research security programs or that require substantial 

redesign to implement a compliant program.
• Deloitte advises institutions through this transformation and leverages leading cyber, 

internal control, and research practices to help clients develop and implement compliant 
research security programs to reduce administrative burden.

Federal Agency Assistance
• Deloitte works closely with funding agencies to help them understand pain points in 

implementing requirements outlined within NSPM-33.
• Deloitte advises federal agencies on NSPM-33 policies and procedures to assess risk in 

funding requestor profile and advise in building and documenting policies and procedures 
to protect federally-funded Research & Development (R&D) and help agencies maintain 
compliance with NSPM-33.

NSPM-33 at a Glance
NSPM-33 imposes new requirements on research institutions for safeguarding federally-funded research and development projects in various 
sectors. Federal agencies have been tasked with updating and creating policies on cyber security, conflict of interest, training, and development. 
Through collaboration between Deloitte’s Cyber, Forensics, and Internal Audit teams, we have the skills and knowledge to advise research institutions 
around complying with the new NSPM-33 requirements.

This document contains general information only and Deloitte is not, by means of this document, rendering accounting, business, financial, 
investment, legal, tax, or other professional advice or services. This document is not a substitute for such professional advice or services, nor should 
it be used as a basis for any decision or action that may affect your business. Before making any decision or taking any action that may affect your 
business, you should consult a qualified professional advisor. Deloitte shall not be responsible for any loss sustained by any person who relies on this 
document. 
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