Implementing Risk Transformation in Financial Institutions: Strategy
Risk transformation can enable a financial institution to elevate risk management from a functional capability to an enterprise responsibility that permeates the entire organization. When that happens, every business, function, and individual becomes responsible for, accountable for, and capable of recognizing and addressing the risks within their purview. Moreover, risk awareness and appropriate risk-related skills can become an integral component of every individual’s responsibilities at every level. In these ways, risk transformation can enhance the organization’s ability to implement business strategies and achieve goals while addressing risks and complying with evolving regulations.

This document is one in a series of four on the cornerstones of risk transformation (see Figure 1):

- Strategy
- Governance and culture
- Business and operating models
- Data, analytics, and technology

As explained in Aligning risk and the pursuit of shareholder value: Risk transformation in financial institutions, when these cornerstone frameworks and capabilities are in place, risk management, risk governance, and regulatory compliance can be implemented in a more aligned and integrated manner.

Figure 1: The cornerstones of risk transformation

As Figure 1 shows, strategy is the overarching element—the vision that drives the organization. The organization’s strategy (or strategies) are management’s chosen means of pursuing the organization’s goals. Governance and culture establish oversight and the environment in which strategies are implemented. Business and operating models, and data, analytics, and technology, enable the organization to conduct business, understand its risk positions, and manage risk.

Each document in this series focuses on a single cornerstone, in recognition that leaders can launch risk transformation initiatives across all four cornerstones or start with a single one. This document examines the importance and workings of strategy.

1 Aligning risk and the pursuit of shareholder value: Risk transformation in financial institutions, 2013, Deloitte
Strategy as a transformational cornerstone
The Deloitte Touche Tohmatsu Limited network of member firms (Deloitte) defines strategy as an integrated set of choices that can position an organization to create superior financial returns and sustainable advantage relative to competitors. While various business units may require different strategies, management must reconcile and integrate those strategies and the board must approve and oversee them.

In response to regulatory pressure, financial institutions have been moving toward less capital-intensive businesses and increased capital efficiency. The need to make that migration would in itself present enough strategic challenges. However, coping with regulatory demands related to stress testing, scenario planning, capital adequacy, and data and reporting issues has rendered many chief risk officers (CROs)—as well as other senior executives, business-unit leaders, and board members—less than fully prepared to address strategic risks.

Strategic risks: Not what you’re thinking
A strategic risk is a potential event that can undermine implementation of a business strategy or achievement of strategic goals. Strategic risk events can invalidate the rationale of a strategic decision, threaten competitive position, and erode performance. But they can also point toward new opportunities.

Strategic risks may lack historical precedent or originate outside an industry (or both). Signals related to emerging strategic risks are often faint or intermittent, which can make them hard to detect, easy to dismiss, and difficult to interpret. Traditional tools cannot reliably locate and analyze them.

In addition, strategic risks may be:
• Unique to the institution, because the strategy, culture, governance structure, and business and operating models are unique to the institution
• Damaging to the entire institution, because a risk involving, say, reputation or access to capital in one part of the organization may affect other parts
• Easy to overlook, because they often seem irrelevant, unthreatening, or highly unlikely—and management may believe they are being monitored and managed when they are not
• Difficult to address with customary risk management methods

Strategic risks may arise from low-likelihood/high-impact “black swan” events. These events can escalate rapidly and render those who have not anticipated them confused, paralyzed, or prone to mistakes.

Although they may take the form of financial, operational, technological, political, or other familiar risks, strategic risks tend to be difficult to quantify and track. For example, the blockchain, an enabling technology initially designed to provide a secure record of Bitcoin transactions, was created anonymously and distributed freely, with no connection to visible institutions. Created for a single purpose, it could eventually prove to be disruptive in several major industries. Specifically, in financial services, blockchain architectures could provide the ability to facilitate global payments with greater speed and transparency and less cost than current methods.

Emerging technologies warrant continual monitoring as potential sources of strategic risks—should new or existing competitors harness them—and sources of opportunities. However, such technologies challenge conventional risk management methods when their source is unknown, distribution uncontrolled, and uses unanticipated.

Essentially, strategic risks can gum up, delink, or erode drivers of value. If ignored, they can become what Deloitte has separately described as “value killers” (see Figure 2 and sidebar: Beware of the value killers). On the flip side, strategic risks can present new drivers of value, suggest modifications to current drivers, or indicate the need to abandon existing drivers.

Figure 2: Value killer risks
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A necessary shift in perspective
Financial institutions manage risk as their core business. That, however, is partly why recognizing strategic risks may be challenging. Strategic risks can result from and amplify risks that the institution manages in the normal course of doing business, as well as other risks.

A shift in perspective is necessitated by post-crisis economic and regulatory conditions, and other developments (see sidebar: A (strategically) risky world). Indeed, ongoing developments create the need to monitor strategic risks continually, while maintaining a level of strategic flexibility unimaginable in pre-crisis times.

Generally, the following shifts in perspective would be useful:
• From a focus only on understanding traditional financial risks to a broader view of risk and the interrelatedness of risks
• From a mindset of pricing and managing known, fairly predictable risks to one of positioning the organization to detect and respond to unknown—and even unknowable—risks
• From a sense of mastery over risk to curiosity about risk
• From a focus on traditional risk reports to a focus on scanning for emerging strategic risks
• From an inside-out view of risk to a more outside-in view

Consider these questions:
• How might a new, technology-enabled business model disrupt a source of capital, revenue, or returns?
  – Imagine the potential impact of alternative payment systems and peer-to-peer (P2P) lending, continued stagnation in certain national economies, and investors’ periodic migration into index funds.
• Which internal and external cyber threats could put data at risk?
  – A new breed of hackers-for-hire can place customer data, account access information, and directors’ and senior executives’ personal information at risk.
• Where might risks to reputation arise, and how is the organization positioning itself to address and recover from them?
  – Risks to reputation can arise from customers or investors, interest groups, news sources, online ratings, blogs and social media, employee conduct, and legal violations, including those arising from ignorance of the law.
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How might future regulatory and political developments impede innovation or undermine business strategies?
- While regulatory actions ideally should not dictate strategy, they strongly influence it—as regulators intend. Yet as events unfold, things will change; therefore, strategies should be flexible as well as sustainable.

From the risk management standpoint, strategic risks pose challenges because of their complexities and potentially high stakes. Therefore, new methods of addressing them are needed, now and going forward.

Addressing strategic risks

To detect and address strategic risks, companies may wish to consider whether they could benefit by investing in one or more of the following areas:
- **Identifying potential “black swans”**: Building on their own and other institutions’ experiences, leaders can brainstorm potential low-likelihood/high-impact events and identify ways in which the institution could recognize and assess them.
- **Sensing capabilities**: Technology can now enable institutions to monitor numerous variables in real time—from a huge range of credit indicators to the likelihood of storms and droughts—that may be precursors to a risk event (see sidebar: Risk sensing—monitoring emerging risks).
- **Modeling and stress testing**: Given the role of interrelated risks in strategic risk, stress testing scenarios with multiple risks can provide a clearer picture of the likely impact of risk events.
- **Response capabilities**: Not all risks can be anticipated; however, simulating responses to risk events and developing response plans can help improve the institution’s response capabilities.

Transforming strategic risk management goes even further. It includes broad and deep risk analysis, scenario planning, and both mandated stress testing and stress testing for planning and capital allocation purposes. It examines risks generated by a strategy as well as risks to the strategy. It considers potential strategic risks in decisions related to market entry or expansion, product initiatives, M&A activities, compensation plans, new hires, and talent management. At the same time, it fosters awareness of strategic risks across the institution.

In addition, big data scanning tools and sophisticated analytics can help institutions gather and analyze the vast amounts of information now available in cyberspace. Activities include monitoring news feeds and blogs for developments among competitors and following—and even influencing—evolving consumer tastes and business needs. But these activities must be sustained, and conducted within a framework that identifies what to seek, where to look, and how to monitor developments.

A (strategically) risky world

Conditions are such that senior executives must consider a broad range of potential threats to the institution’s business strategies.
- In its paper, *Financial system impact of disruptive innovation*, the New Economics Foundation (NEF) identified several potential disrupters. Notable among them were disintermediation of capital markets and payment systems, new forms of credit creation, and innovations in economic and financial policy.
- Specifically, P2P lending could change the world of consumer lending, as reported by *The Financial Times*. In a sign that P2P lending may be truly entering the mainstream, these loans are now being securitized and resold.
- That same report noted that insurers, pension funds, asset managers, hedge funds, broker dealers, exchange traded funds, and money market funds all engage in activities once performed by banks.
- In addition, structural changes in commercial lending could pose strategic risks for traditional lenders. In particular, the move by small and medium-sized enterprises from bank-originated lending toward the bond markets may herald still more disintermediation.
- The dangers of using the past to forecast the future continue to be documented. A Thomson Reuters article points out that the old model of using historical data to predict the future has proven time and again to be unreliable. They also state that even with better technology, more judgment is required.

Risks posed by these developments extend beyond the “normal” risks financial institutions face in the course of business.

---


Risk sensing—monitoring emerging risks
The entire world of digitization—of experiences, transactions, and currency—provides new drivers of value to businesses while presenting new risks. Both risk and value creation now often originate in cyberspace or quickly find their way there. Certain technologies, deployed to scan the Internet’s structured and unstructured data can sense nascent risk events, monitor changes, trends, and patterns, and distill them into actionable information.

These risk sensing capabilities can enable an institution to:
- Combine data mining, scanning, and analytical technologies with machine learning, modeling, and human judgment to develop insights on emerging strategic risks and their implications
- Scan cyberspace for factors considered critical to the success of a strategy (e.g., consumer spending, business investment, governmental fiscal or monetary policies) as well as for events that may affect value (e.g., regulatory actions, changes in credit quality, or interest rate movements)
- Define thresholds and indicators, and combine them with human judgment in iterative methodologies to deliver increasingly useful insights
- Establish a system that continually improves its ability to detect nascent reputational, technology, market, economic, and security risks
- Revisit organizational strategies and underlying assumptions to ensure alignment of strategies, assumptions, and thresholds, escalation procedures, and response plans

A formal, properly resourced approach to identifying emerging risks—and opportunities—will provide far better capabilities than periodic or part-time efforts. Data on risk is quite diffuse and people focus mainly on their operational responsibilities; therefore, a dedicated resource may well provide superior monitoring and analysis of emerging risks.

Scan, discover, and prepare
Many organizations believe they are already managing strategic risks when they are not, particularly when it comes to emerging strategic risks—early-stage, off-the-radar developments that rapidly escalate or morph into value killer risks.

To address this, Deloitte has developed the following iterative, three-step approach to scanning, discovering, and preparing for strategic risks (see Figure 3):
- **Scan**: Monitor the environment and interpret the signals
  - Apply risk sensing technologies and tools to big data and media feeds
  - Analyze signals being tracked
  - Summarize results in dashboard or executive summary formats
  - Add insight through human analysis
- **Discover**: Employ analytics and human capabilities to gauge potential outcomes
  - Use scenario planning to identify potential risk events
  - Conduct simulations to gauge potential outcomes and impacts
- **Prepare**: Identify responses that will mitigate impacts
  - Reassess your assumptions and identify new strategic options
  - Develop contingency and recovery plans
  - Mitigate and manage risks (via insurance, hedging, diversification, exit, etc.)

Figure 3: An integrated, iterative approach to strategic risk
Deloitte has found this approach, described here at a high level, to be structured, practical, and relevant enough to be sustainable. It incorporates risk sensing at the scanning stage as well as human review, and continually uses the findings of the process to improve the process.

This is not to say that every strategic risk can be detected at embryonic stages. It is to say that large financial institutions should consider a repeatable, integrated approach to risk sensing to help prepare for major risk events as well as for subtle yet potentially profound changes that could undermine strategy or achievement of goals.

**Goals of strategic risk transformation**

In an institution that has transformed its approach to strategic risk, the following five conditions prevail:

- **Senior leaders manage strategic risks proactively:**
  Senior executives, in concert with the CRO and business-unit leaders, work proactively to identify, detect, monitor, and address strategic risks. Contingency and response plans are in place, with specifics such as backup sources of capital identified. Insurance, diversification, hedging, and other tools are used to mitigate strategic risks. The board and management appropriately disclose strategic risks and measures taken to address them.

- **Transactional and portfolio risks are well understood:**
  Strategic decisions determine the kinds of transactions the organization will engage in and the portfolios it will construct. While institutions have tools for analyzing quantifiable risks in these areas, management realizes that less quantifiable risks are generally less well understood. Therefore, management looks beyond transactions and positions to assess all strategic risks.

- **Risk infrastructure is aligned with business strategy:**
  The risk governance and management infrastructure is capable of recognizing and addressing strategic risks. This infrastructure includes the risk-related roles and responsibilities of individuals, as well as policies, procedures, and mechanisms for managing risk. As noted in the governance and culture paper in this series, the risk culture and business strategy must be aligned in order for a strategy to succeed. This alignment also enhances the three lines of defense of risk governance (see sidebar).

- **Capital allocation is in line with risk appetite:**
  While moving to increase capital efficiency and meet regulatory expectations, management understands the risks of new business models and changes to the risk profile. They therefore adjust the risk appetite—or the strategy—to allocate capital to the most profitable uses.

- **Regulatory environment is factored into strategy:**
  Regulatory issues are considered in the business strategy, as are issues of talent, organizational culture, and risk governance resources. In addition, strategic flexibility (discussed below) enables the organization to adapt its strategy as regulations evolve.

---

**Implications for the three lines of defense**

Risk transformation strengthens the three lines of defense model—the business units, risk management function, and audit function—a generally accepted industry framework (see Figure 4). Transforming strategic risk strengthens the three lines of defense by linking the daily activities of each line to the risks that could undermine implementation of the strategy and achievement of strategic goals.

**Figure 4: A depiction of the three lines of defense model of risk governance**

---

**What’s next for Three Lines of Defense?**

A clearly understood strategy provides a strong sense of direction and common purpose for all three lines of defense. At the same time, each line plays a management-mandated role vis-à-vis the strategy. Those working in each line must understand and interpret that mandate and its implications for each line, and conduct themselves accordingly.

- **Business units:** Due to their front-line positions, business units implement strategies. Thus an awareness of strategic risks—and underlying assumptions—helps them to understand the challenges they face and potential impacts of risk events. That awareness can enable them to view customer behavior, new technologies, and other developments through a strategic lens. While they should remain focused on their goals and on risks they can directly address, they should also recognize emerging...
A practical, transformative approach

An organization needs a transformative approach to address strategic risks in the manner discussed up to this point. Risk transformation represents an integrated, sustainable, strategic response—rather than a piecemeal, ad hoc, tactical response—to evolution in the regulatory and competitive landscape. This goes beyond identifying “black swans,” employing risk sensing capabilities, and improving risk escalation procedures, although those are important.

Risk transformation focuses on all the practicalities that senior executives and board members must attend to in order to identify and address strategic risks. This begins with leaders recognizing that strategic risks may differ, in kind as well as in degree, from other risks. Leaders must acknowledge that every strategy is predicated upon certain assumptions and poses certain risks, and then analyze those assumptions and risks. Moreover, that analysis should be integrated into the strategic planning process.
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In general, key drivers of value must not only be recognized, but understood, periodically evaluated, protected, and, when necessary, modified or even abandoned.

- **Develop strategic flexibility:** In a rapidly changing environment, the ability to modify a strategy or adopt an alternative one when needed can earn high rewards. Yet this can rarely be done on the fly. Strategic flexibility depends upon senior management building future scenarios, creating optimal strategies for each of those possible futures, determining which strategies are required, and then managing the portfolio of options. This calls for senior leaders to focus on the intermediate- to long-term future, rather than only on daily operations and near-term issues.

- **Extend risk management:** Risk transformation extends risk management down to the levels where risk can be identified, tracked, and managed in the businesses and functions. This does away with the notion that risk management is the responsibility of the function with that name. It makes risk management the responsibility of everyone, as appropriate to their positions. That is the goal of risk transformation, and it is easy to overlook its importance where strategic risks are concerned, because they can be perceived only as leaders’ bailiwick.

- **Go beyond covering regulatory bases:** Regulators are driving much of the rationale for change. This can prompt leaders to see regulatory compliance and the need to meet capital, stress-testing, and data-related requirements as the chief priority. Risk transformation takes the pervasive nature of these requirements as a rationale for substantive, organization-wide change because ad hoc, piecemeal, tactical responses have proven inadequate and wasteful. Again, this calls for a change in mindset for most executives and directors.

Fortunately, when you prepare to address certain strategic risks, whether they affect liquidity, capital, talent, market access, or reputation, you actually prepare for a range of risk events. Similarly, once an institution establishes plans to address disruptions in communication, technology, cybersecurity, and funding, those plans can be applied in a range of circumstances.

---

Case study #2: Assessing a bank’s loan portfolio and pricing strategies

The bank wanted a strategic assessment of pricing across its businesses to achieve adherence with leading practices in pricing capabilities and execution.

This involved:

- Conducting a series of interviews to identify the different views of specific business stakeholders and executives
- Documenting pricing practices across all relevant stages of the credit lifecycle
- Deploying a pricing assessment framework to assess existing policies, practices, and procedures in light of global leading practices in pricing
- Identifying significant pain points in pricing analytics, governance, strategy, and execution
- Prioritizing gaps between current and desired practices

Key results included:

- Definition of an end-to-end pricing strategy that served as a platform for subsequent pricing enhancement initiatives
- Identification of sector issues and their impacts while distinguishing between strategic and tactical responses required to sustain long-term growth
- Development of a means of comparing profitability and return benchmarks for other portfolios

---

The business case
Making the business case for transforming the strategy cornerstone means distinguishing strategic risks from other risks. This can be challenging. Also, many management teams assume the institution “has these covered” or is “already monitoring them” when that’s not the case.

To be sure, senior executives realize that strategic risks can originate with regulators, competitors, clients, investors, cybercriminals, the media, or other areas, such as technologies or social trends seemingly unconnected to the industry. However, leaders may fail to appreciate that these risks differ from “normal” risks. Also, in contrast to the business case for transforming the other cornerstones, the case for transforming strategy must often be made on more qualitative information.

The characteristics of strategic risks create this situation. Still, management can gauge the potential financial impacts of possible events, understand when assumptions could be invalidated, and prepare responses. Indeed, these are responsibilities of the board and management with regard to strategic risks.

In sum, transforming the strategy cornerstone enables leaders to better understand risks, build strategic flexibility, allocate capital more efficiently, and adjust strategies in response to changing conditions.

Conclusion
Strategic risks often pose greater threats than those posed by other types of risks. Yet financial institutions and CROs remain focused primarily on financial and operating risks and on regulatory compliance risks—for understandable reasons. Managing those risks is their business and regulatory demands have reached new heights.

However, strategic risk can destroy huge amounts of value, very quickly. They can jeopardize lines of business or the entire institution. Therefore, strategic risks demand attention and resources and a transformative approach.

Transforming strategic risks enables executives and boards to understand and address a broad range of risks and interactions among risks. It enhances business and operating models, as well as risk governance and risk culture. This transformation encourages management to adjust strategies or their implementation in response to changing conditions, while prompting the board and the CRO to challenge the assumptions underlying strategic decisions.

Finally, only senior management and the board can lead the transformation of the institution’s approach to them. Given the current regulatory and competitive environment, now is the time to begin this transformation.
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