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Securities Exchange Board of India (SEBI), Listing Obligations Disclosure Requirements (LODR) 
(Second Amendment) Regulations, 2021

Multiplicity and interconnectivity of risks has given rise to a persistent and 
disruptive volatility in business operations. Given the integrated nature of 
operations in a globalised era, risks faced by organisations are intertwined, 
regardless of their location or source. 

Uncertainties arising from recent developments, especially events like the COVID-
19 pandemic, has aggravated the level of risk exposure to organisations. 
Governments and regulatory bodies across the world have responded to this 
challenge by reinforcing risk management as a critical paradigm of corporate 
governance.

Market regulator SEBI has published the SEBI (LODR) (second amendments) vide 
notification No. SEBI/LAD-NRO/GN/2021/22 on 5 May 2021. With the introduction of 
key amendments in SEBI (LODR) regulations, the regulator has emphasised the need of 
holistic risk management to improve corporate governance standards of listed 
companies in India. 

In this document, we explore these key amendments for risk management and what 
actions are required by listed entities to comply with the revised SEBI (LODR) 2021.

Below is the summarised timeline of the amendments in SEBI (LODR) since it was 
passed in the year 2015.   

Timeline of amendment in SEBI (LODR) Regulations in reference to risk management 

Specified listed 
companies to comply 
with SEBI (LODR) 
Regulations, 2015

Recommendations of Kotak 
Committee to be undertaken, 
including applicability and 
constitution of risk management 
committee for top 500 listed 
entities from 1 April 2019. 

Requirement of Risk Management Committee expanded 
from Top 500 to Top 1000 listed entities under regulation 
21. The risk management amendments focused on:
• Applicability for formation of RMC
• Constitution of RMC
• Number of meetings and quorum
• Roles and responsibilities of RMC
• Power of RMC 
• Disclosure in annual report about RMC 

• The provisions of this regulation 21 shall be applicable to top 1000 
listed entities determined based on market capitalisation, at the 
end of the immediate previous financial year.

• Top 1000 listed entities shall confirm in their quarterly filings of 
Compliance Report on Corporate Governance in lieu of SEBI LODR-
Regulation 27 whether they have complied with the risk management 
committee requirements.  

2 Sep,2015 9 May 2018 5 May 2021 30 June 2021
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Key changes for Risk Management Committee (RMC) under Regulation 21, SEBI LODR Amendment (2021)

Amendments Existing provisions applicable till 4 May 2021 New Provisions applicable from 5 May 2021 LODR Reference 

Applicability for 
formation of RMC

The provision of SEBI LODR regulation 21  is 
applicable for Top 500 listed entities.

The provision of SEBI LODR regulation 21  is 
applicable for Top 1000 listed entities.

Regulation 21, 
(5)

Constitution of RMC

A majority of members of the RMC shall comprise 
members of the board of directors of the listed 
company. The chairperson of the RMC shall be a 
member of the board of directors, while senior 
executives of the listed entity may be members of the 
committee. In case of a listed entity having 
outstanding SR equity shares, at least two-thirds of 
the RMC shall comprise independent directors.* 

In addition to its existing requirements for RMC 
Composition: 

• The RMC shall have a minimum of three 
members with a majority of them being members 
of the board of directors; and

• The composition of RMC shall include at least one 
independent director.

Regulation 21, 
(2)

Number of meetings 
and quorum

• The RMC to meet once a year.

• Quorum not specified in previous provisions

• The RMC shall meet at least twice in a year.

• The quorum shall be either two members or one-
third of the committee members, whichever is 
higher, including at least one member of the 
board of directors in attendance

Regulation 21, 
(3A) & (3B)

*Provisions still  applicable post 4 May 2021
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Key changes for Risk Management Committee (RMC) under Regulation 21, SEBI LODR Amendment (2021)

Amendments Existing provisions applicable till 4 May 2021 New Provisions applicable from 5 May 2021 LODR Reference 

Maximum gap between 
meetings 

No such provision in existing regulations

The meetings of the RMC shall be conducted in such 
a manner that on a continuous basis, not more than 
180 days shall elapse between any two consecutive 
meetings.

Regulation 21, 
(3C)

Roles and 
responsibilities of RMC

The board of directors shall define the role and 
responsibility of the RMC and may delegate 
monitoring and reviewing of the risk management 
plan to the committee and such other functions as it 
may deem fit (such function shall specifically cover 
cybersecurity)*. 

In addition to its existing responsibilities, the RMC 
shall also have enhanced roles and responsibilities 
which are mandatory, including performance of 
functions specified in Part D of Schedule II. 

(Explained on page no 5) 

Regulation 21, 
(4)

Powers of RMC to seek 
information

No such provision in existing regulations. 

RMC has powers to seek information from any 
employee, obtain outside legal or other professional 
advice, and secure attendance of outsiders with 
relevant expertise, if required.

Regulation 21, 
(6) 

Disclosure in annual 
report about RMC 

No such provision in existing regulations. 

Listed companies to disclose the following about 
RMC in the annual report:

a. Brief description of terms of reference

b. Composition, name of members and chairperson

c. Meetings and attendance during the year

Schedule V, Para 
C, 5A

*Provisions still  applicable post 4 May 2021
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Roles and responsibilities of Risk Management Committee (RMC) under Part-D of Schedule II of SEBI 
(LODR)

1

Formulate a detailed Risk Management policy, which would include:

• Measures for risk mitigation, including systems/processes for internal control of 
identified risks 

• A Business Continuity Plan

• A framework for identification of internal and external risks faced by listed 
entities, including financial, operational, sectoral, sustainability (particularly 
Environment Sustainability and Governance - ESG -related risks), information, 
cybersecurity risks and any other risk determined by the RMC.

2

3

4

5

6

Ensure that appropriate methodology, processes, and 
systems are in place to monitor and evaluate risks 
associated with business of the company.

Monitor and oversee implementation of the risk 
management policy, including evaluation of the adequacy 
of risk management systems.

Periodically review the policy, at least once in two years, 
considering the changing industry dynamics and evolving 
complexity.

Keep the board of directors informed about the nature 
and content of RMC discussions and recommendations, as 
well as the actions to be taken.

Review the process of appointment, removal and terms of 
remuneration of Chief Risk Officer (CRO), if any.

Internal risks External risksEnhanced risk domains

Financial

Sustainability (ESG)

Operational

Information

Others 

Sectoral

Cybersecurity 
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Key actionable for top 1000 listed companies to comply with SEBI (LODR) amendment

Listed companies to whom the regulations are applicable should evaluate the risk management capabilities through a Risk Diagnostic to assess areas of weakness and 
improvement in current risk management practices. Such listed companies should also consider implementing the activities below as recommended in the regulations: 

• RMC to be constituted by the listed entities for which the regulations are applicable for the first 
time and re-constituted by other listed entities if the committee members are not as per the 
requirements below: 

− The committee should have a minimum of three members, with a majority of them being 
members of the board of directors

− The committee  should have at least one independent director

− Listed entities with outstanding SR equity shares should have two-third  members as 
independent directors in the committee 

Constitution of Risk Management Committee (RMC)01

• Develop a terms of reference for the RMC, which would include purpose, powers, members 
and mandate of the committee 

• Clearly articulate roles and responsbilities of the committee to include the roles defined in Part-
D- Schedule II; (Explained on page no 4) 

• The committee should meet at least twice a year and the gap between two consecutive 
meetings should not be more than 180 days 

• Define the quorum for the committee meetings which shall be either two members or one 
third of the committee members, whichever is higher, including at least one member of the 
board of directors in attendance 

Terms of reference of the RMC02

• Develop an Enterprise Risk Management policy for the organisation

• Monitor and oversee implementation of the risk management policy and evaluate the 
adequacy of risk management systems

• Review the risk management policy at least once in two years 

Risk management policy 03

• Develop a robust risk management framework for identification, assessment and mitigation 
and monitoring of internal and external risks.

• Expand the risk domain coverage in the risk registers to include financial, operational, sectoral, 
sustainability, environment, social and governance, information, cybersecurity and other risks 
relevant from an industry perspective  

Risk management framework 04

• Develop a Business Continuity Plan (BCP) for unplanned events and potential crises scenarios 

• Integrate your risk management framework with business continuity programmes and crisis 
management 

Business Continuity Plan 05

• Establish a reporting mechanism to inform the board and RCM on: 

− Risks identified, assessed, prioritised and minimised

− Existing controls and proposed mitigation plans with timelines and status

• Disclose the purpose, scope, authority, composition, members, chairperson, meetings and 
attendance of the RMC in the annual report

Risk reporting and disclosure 06
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How we can support you during your journey towards risk transformation

We are a multi faceted organisation that offers a wealth of experience, industry knowledge and continuous technological innovations with its multi-disciplinary teams and 
professionals. This experience can serve your organisation in implementing an effective risk management program. With an optimum blend of risk professionals and Subject 
Matter Experts (SMEs), we are confident that we are well positioned to meet your requirements and deliver an impact that matters.

Governance, risk 
program, 
framework and 
optimisation 

Governance

Communication Risk Governance Risk Appetite

Governance Model 
Risk

Committee Charter 

• Develop an Enterprise Risk Management policy and Risk 
Management Committee charters

• Articulate the risk appetite, both qualitative and 
quantitative, using structured facilitation sessions.

Program and Framework 

Risk Processes Risk Categorization Operating Model 

Risk Policy Risk Analysis 

• Design a sustainable risk management program, including 
an operating model, processes, tools, and capabilities, to 
manage risks in an integrated manner

• Design and implement risk models using event tree 
analysis, root cause analysis, and other statistical 
techniques.

Optimisation 

Current State 
Assessment 

Risk Minimization Benchmarking 

Risk Portfolio 
Optimization

Risk Aggregation 

• Develop an enterprise risk portfolio aligned with the risk 
appetite of the organisation 

• Assess the risk program against leading practices to 
identify enhancement and optimisation opportunities

Risk culture and capabilities • Enhance the risk culture through transformation labs for CXOs and risk awareness campaigns and 
trainings for employees and third parties.

• Transform risk capabilities to better manage risks and opportunities and support business 
performance, including the assessment of the strategic risk and emerging risks landscape. 

Tech-enablement • Deploy risk management automation in existing infrastructure through Deloitte Risk Monitor (DRM) 
tool. 

• Develop and implement risk tools and digital risk solutions to aggregate and monitor risk exposure.

• Utilise our ‘risk sensing’ platform to provide emerging market insights for risk-informed decision 
making. 

Busines continuity and crisis management 
• Perform current state assessment of the business continuity management system involving maturity 

assessment of the model.
• Establish a strong operational resiliency framework, including developing and implementing 

procedures and plans for business continuity. 
• Develop crisis communication plans, procedures, training plan, tools and templates to guide a crisis 

response.

Smart 
Dashboards 

Integrated 
GRC Solutions 

Automation Dynamic Monitoring Risk Sensing 

Policy and Framework
Crisis Readiness 

Assessment
Crisis Simulations Crisis Program Design Crisis Communications 

Risk Response

Risk Culture 
Assessment 

CXOs Strategic            
Risk Labs 

Risk Capability 
Enhancement 

Smart Risk Taking 
Risk Culture 

Transformation 
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