
European Union 
AI Regulation
in a Nutshell
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Ensure that AI systems used in the EU are:

✓ Safe

✓ Transparent

✓ Ethical

✓ Unbiased 

✓ Under human control

AI Regulation Objectives
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1. Unacceptable Risk: banned systems

2. High risk: require specific conformity
assessment and approval process

3. Limited risk: minimum set of 
obligations to be applied

4. Minimal risk: free use of application
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AI Risk Categories

Source: https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-
age/excellence-trust-artificial-intelligence_en

UNACCEPTABLE 
RISK

HIGH RISK

LIMITED RISK

MINIMAL RISK



• High quality data to remove bias 

• Audit trails

• Transparency toward users

• Human oversight 

• Cyber Security Optimization
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High Risk Requirements *

*Main requirements



Applying Deloitte Trustworthy AI™
Framework is an effective first step to:

• Diagnose the AI ethical health

• Assess compliance status

• Assurance & Validation evidence

How Deloitte can help
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