Introduction and Application of COBIT 5 Framework

This course provides the class with an understanding of IT Governance and leading practices to transform IT, with discussions on COBIT 5 Framework, Goals Cascade, COBIT 5 Principles, Enabling Process, and the Implementation methodology and prepares the class for foundation exam.

Who can attend: 3 days  
Head of IT, IT Professionals, IT Internal Audit, IT Compliance Team Members

Performing IT Audits in Complex Environments

This course takes participants through a journey of risk based IT auditing techniques from basic to advanced levels. Participants will be able to understand the nuances of IT auditing including operating systems, network, systems, databases and financial report generating systems audit.

Who can attend: 5 days  
Regulators, Inspection Agencies, Finance Teams, IT Team members, IT Internal Audit teams

Driving Business Insights using Analytics

This course provides value to practitioners by establishing a strong understanding of Data Analytics and how analytics functionality can help businesses derive benefits from their enterprise data.

Who can attend: 3 days  
Chief Executive Officer, Chief Data Officer, Chief Information Officer, Business Units, Business Analytics Teams, Heads of Business Units

Enhancing Business Value through a Risk Based Approach to Internal Audit

This training would equip participants with relevant risks and controls knowledge to enable them identify control weaknesses, as well as implement effective control activities for the common core business processes found in an organization.

Who can attend: 3 days  
Chief Internal Auditor, Internal Audit Professionals, Compliance team, Internal Controls team

Cyber Threat Assessment

The training helps participants to acquire unique skills of cyber threat assessment from a variety of threat actors, and also teach skills of mitigating cyber threats. The topic covers threat assessment skills for application, web applications, networks and mobile applications.

Who can attend: 5 days  
Chief Information Security Officer, Information Security Professionals

Leading Practices in Conducting a Forensic Investigation

In this course, you will learn how to conduct an internal investigation with accuracy and confidence by gaining knowledge about various topics, such as steps involved, collecting and analyzing information, interviewing witnesses and concluding the investigation.

Who can attend: 3 days  
Internal Audit, Information Security, Enterprise Risk Management team, Compliance Management

Building an Enterprise Architecture Framework using TOGAF

This training will cover the introduction to TOGAF framework, architecture development methods, ADM guidelines and methods, Architecture Content Framework, Architecture Capability Framework, TOGAF Reference models, Enterprise Continuum and Tools.

Who can attend: 3 days  
Chief Information Officer, Enterprise Architecture Team, Chief Information Security Officer, Heads of Units in IT, IT Internal Audit

Developing Enterprise Wide Incident Management

The course will leave participants with transformed perspective for organization wide incident and crisis management.

Who can attend: 5 days  
Head of IT, IT Professionals, IT Internal Audit, IT Compliance Team Members, Help desk team, IT Service management team, representatives from units across organization including internal audit, internal controls, HR, public relations, physical security

Emerging Trends in Fraud Based Approach to Internal Audit

This training program aims to equip participants with thorough understanding of internal auditing, applying risk based approach to auditing, developing and maintaining internal control environment, executing internal controls /audit fieldwork and reporting.

Who can attend: 3 days  
Chief Internal Auditor, Internal Audit Professionals, Compliance team, Internal Controls team

Risk Based Approach to Internal Audit

In this course, participants will learn how to develop a fraud risk management program, identify the role and responsibilities of persons within the organization for managing fraud risk and identifying anti-fraud controls that should be in place.

Who can attend: 3 days  
Internal Audit, Information Security, Enterprise Risk Management team, Compliance Management

Secure Coding Techniques

This course will help participants reinforce their secure development and testing methods for strong applications.

Who can attend: 5 days  
Chief Information Security Officer, Information Security Professionals, application software developers, application software testers, applications support teams

Navigating BIG Data

The training aims at bridging the existing gaps in understanding big data management, using big data for business advancement, and to make business sense from unused.

Who can attend: 3 days  
Chief Executive Officer, Chief Data Officer, Chief Information Officer, Business Units, Business Analytics Teams, Heads of Business Units

Course registration is online

Please visit (https://goo.gl/HqmLUr) to register for your preferred course.

Customized implants repetition of training courses can be accommodated based on requests.

Fee: Discounts are available for multiple registrations.

Contacts: Sireesha Dandu sidandu@deloitte.com.ng 09096420419
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