


Combining the strengths of two core IT security defense teams

Red Team

The aim of the Red Team is to
help improve an organization's
security, by highlighting the
main weaknesses within their
Infrastructure.

. Executive workshops

Blue Team

The Blue Team’s role is to detect
and response to any Red Team
activity. In the case of a Purple
Team assessment the Blue Team
would consist of your SOC team,
supported by Deloitte personnel.

Hands-on workshops



° Setup

Debrief
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i @ Tailored approach

Focused simulation

ightly scoped exercise,
covering a specific link of the kill
chain, testing defenses relevant
to this part.

Full simulation

Simulated realistic attack
that is carried out in
entirety, testing all defenses
along the attack vector.
Covers a wide range of
topics and systems.
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Scoped sprints
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A measure of effectiveness

Purple Teaming
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