
Trusted Information Security Assessment Exchange 
(TISAX) Certification Readiness

TISAX framework is introduced by the Association of the Automotive Industry or Verband der Automobilindustrie (VDA) to 
help establish a standardized approach to information security among companies in the Automotive sector. The VDA 
Information Security Assessment (ISA) catalogue includes key aspects and criteria of the internationally recognized ISO 27001
standard and additional lists of security criteria that are directly relevant to the automotive sector, such as third-party 
involvement and prototype protection. 

German Original Equipment Manufacturers (OEMs) in the Automotive industry, require TISAX certification from their 
suppliers to ensure that their suppliers meet specific cybersecurity requirements. This can help create a secure and resilient 
ecosystem, promoting trust and reliability in the Automotive manufacturing process. TISAX will serve as the basis for 
establishing a cybersecurity exchange for the German OEMs to validate the security posture of their suppliers.



Why Deloitte?
Deloitte is a global provider of know-how and a strong partner with 
extensive expertise, including information security and TISAX. Currently 
Deloitte is one of a few official TISAX certification services providers 
approved by ENX.

Deloitte can help clients design, build, and operate dynamic, business-
aligned security programs wherever they may be in their cyber 
journey. We combine industry-leading strategic advisory services with 
deep technical capabilities and managed services to help organizations 
design, implement, and operate advanced cyber and strategic risk 
programs that build resiliency, deepen trust and fuel performance.

How can we help you?
Deloitte’s TISAX certification readiness team can support you in all 
aspects of the TISAX certification process. Based on our broad 
experience we help organizations walkthrough each step of TISAX 
assessment process, such as:

• Certification Readiness Gap analysis against TISAX 
requirements;

• Assist in the remediation of TISAX gaps and implementation 
of missing or insufficient controls;

• Assist in the preparation of internal policies and guidelines

TISAX Key Benefits for Automotive Suppliers

Reduces duplicate assessments/audits

TISAX certified suppliers will save time and money by 
avoiding duplication/multiplication of assessments

Fast-track customers’ procurement process

TISAX certified suppliers are able to bypass many 
of the third-party information security reviews 
and audits, as mandated by their customers and 
fast-track through the procurement process

Improved customer and business partner confidence

TISAX is an international standard for effective management 
of information, prototype, and data assets in the auto industry. 
This compliance ensures maturity of your organization’s 
security program

Facilitates information security exchange across the 
ecosystem

TISAX facilitates proof of company- wide information security 
between manufacturers, suppliers, and service providers

#1 globally in security 
consulting in Gartner Market 
Share report since 20121*

Global cyber automotive 
capabilities; 900+ certified 
cybersecurity specialists

Leader in the IDC MarketScape: 
Worldwide Managed Security Services 
2020 Vendor Assessment2
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TISAX Certification Journey

• TISAX Assessment Objective 
and Scope Definition

• TISAX Readiness Assessment 
• TISAX Gap Remediation

• Registration with 
European Network 
Exchange (ENX)

• Contracting with TISAX 
audit provider

• Assessment Execution 
(documentation 
reviews, interviews and 
on-site visits)

• Assessment Results Reporting 
and Exchange (sharing 
assessment results securely 
with authorized parties, 
through ENX TISAX platform)


