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In this episode of the Resilient podcast, Adam Zoller, CISO of Providence Saint Joseph Health, sits down with 

Resilient cyber series host Deb Golden to share how flexible cybersecurity solutions in health care are enabling 

the future of care. 

Deb Golden: Technology is disrupting health care as we know it. Organizations and consumers are 

increasingly relying on technology and data to help them better manage health and 

well-being. And this shift to a new model of health care demands modern security 

solutions that are embedded into all processes, systems, and devices. It demands 

solutions that are flexible and scalable to manage the ever-growing ecosystem. Most 

importantly, it demands solutions that enable care rather than complicate it. 

 Welcome to the Resilient podcast, where we feature resilient leaders, real insights, and 

unfiltered stories. My name is Deb Golden, and I’m the US leader of Deloitte 

Advisory’s Cyber & Strategic Risk practice. Today, we continue our cyber series with 

Adam Zoller, CISO of Providence Saint Joseph Health, and I’m absolutely thrilled. 

Adam Zoller:  We’re being targeted a lot more actively by cyber threat actors. And, you know, I 

couldn’t tell you if it’s because there’s more people working remotely, necessarily, or 

if it’s being driven by the COVID pandemic itself. Possibly opportunistic, possibly not, 

but certainly we’ve seen an uptick. 

Deb Golden: In this episode, Adam shares some of the challenges of managing cybersecurity in the 

health care industry. He also discusses how Providence is taking health care to the next 

level through their Health 2.0 initiative; how transparency, diversity, and ease of use 

can impact the success of cyber programs as well. I also enjoyed hearing how people 

are at the core of what Adam does every day, from being driven to an industry by the 

opportunity to impact people’s lives; to his approach to managing cybersecurity 

through people; to hearing how he’s leading teams through teamwork, inclusion, and 

mentorship.  

 Adam truly is an admirable leader, and I’m so excited to share this episode with you. 

Tune into the full episode on your favorite podcast channel, and subscribe to our 

mailing list to stay informed of future episodes. And don’t forget to check out our 

growing library of interviews with cyber executives while you’re there. Thanks for 

listening! 

https://www2.deloitte.com/us/en/pages/financial-advisory/articles/resilient-cybersecurity-in-healthcare.html?nc=1
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[End of audio]  
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