CMMC is here. Are you ready?

**Key Dates**
- **April 2020**: First release of CMMC v1.0
- **Summer 2020**: Targeted inclusion of CMMC into Defense Federal Supply Schedule (DFSS) requests for information (RFIs)
- **Fall 2020**: Planned roll out of the CMMC v1.0
- **2020-2021**: CMMC third-party assessment organizations (C3PAO) certifications begin
- **Certification by mid-to-late 2020**: DIB contractors (prime and subs) begin undergoing an audit by a C3PAO

**What you need to know**
- **Assessment Organization (C3PAO)**: Organizations that conduct assessments to verify the cybersecurity maturity of contractors. Contractors need to be assessed by a C3PAO to meet the requirements for CMMC.
- **CMMC**: The Cybersecurity Maturity Model Certification (CMMC) is a government-mandated program designed to ensure the security of the Defense Industrial Base (DIB) by evaluating the cybersecurity health of Defense Department contractors.
- **DFARS clause**: The Department of Defense (DoD) has a clause that requires contractors to have a cybersecurity program in place.

**What Deloitte can do for you**
- **Define your CUI boundary**
- **Revisit system security plan (SSP)**
- **Define CUI boundary**
- **Revisit your POA&M**
- **Certification Services**
- **Remediation Services**
- **Ongoing services**

**Contact us**
- Jeff Lucy, Managing Director: custewart@deloitte.com, +1 703 251 1782
- Louverture C. Jones, Senior Manager: jackie@deloitte.com, +1 704 785 0345
- Malexoudis, Senior Manager: maalexoudis@deloitte.com, +1 919 616 7109
- Afaver, Senior Manager: afaver@deloitte.com, +1 404 220 1701

**Why CMMC matters**
- **Improves efficiency and productivity**
- **Reduces costs**
- **Mitigates risk**
- **Enhances performance**
- **Protects against cyber threats**

**Key Concepts**
- **CMMC**: A framework that evaluates and certifies the cybersecurity maturity of contractors.
- **C3PAO**: Organizations that conduct assessments to verify the cybersecurity maturity of contractors.
- **DFARS clause**: A clause in the Defense Federal Supply Schedule that requires contractors to have a cybersecurity program in place.

**What does it mean for your business?**
- Organizations will need to assess their cybersecurity maturity and develop a plan to meet the CMMC requirements.

**Certification Milestones**
- **Spring and early summer 2020**: Release of CMMC v1.0
- **Late 2020**: Initial rollout begins
- **Mid-to-late 2020**: Certification starts

**Reputational damages through**
- **Revenue loss**

**DoD contractors**
- **Prime and subs**
- **CMMC requirements**
- **Certification by mid-to-late 2020**