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Today’s Hybrid IT Environment
A closer look into compliance challenges associated 
with Identity & Access Management 
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With the U.S. Securities and Exchange Commission (SEC) final rule on Cybersecurity 
Disclosures issued on July 26, 2023, organizations are now preparing for SEC compliance. 
This primarily includes evolving their cybersecurity incident response and reporting 
capabilities, stakeholder coordination and orchestration processes, aligning, and 
enhancing their cybersecurity governance framework. Similarly, the European Union 
Cybersecurity Act was signed in March 2019 with the latest amendment in April 2023. The 
act assigned ENISA (European Union Agency for Cybersecurity) to develop a certification 
process that organizations should align themselves with to better prepare their existing 
cybersecurity posture. The European Union mandate also provides security requirements 
and evaluation methodologies that are to be used by service providers, third parties 
and external assessors. With such regulatory changes, organizations will be required to 
align themselves to such certifications and regulations so that they speak the common 
language to auditors and external assessors and to also showcase their broad security 
processes to regulators and stakeholders.

of Leaders are 
more likely to 

perceive regulatory 
non-compliance in relation 
to digital transformation  
as a high or extremely high1

For many years, organizations have struggled to identify an efficient 
way to navigate their cloud transformation journey, implement a 
broad Identity and Access Management (IAM) process and sustain 
the process for long term. The common challenges organizations 
face across their IAM transformation are: 

• Compliance with regulations such as General Data Protection
Regulation (GDPR), California Consumer Privacy Act (CPRA).

• Privacy concerns on how data in the cloud is handled.

• Data Encryption and security when data is in-transit and
while at-rest in the cloud environment.

• Implementing identity complexities like multi-factor authentication.

Regulatory compliance is particularly important across 
industries and sectors that have a strong compliance 
oversight. Some of these industries include financial 
services, healthcare as well as sectors where data 
protection, consumer privacy protection are critical 
aspects to their day-today business operations.
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The deployment of hybrid cloud 
environments come with responsibilities 
that is shared between cloud providers and 
the organization hosting their environments. 
It is important to understand that 
compliance, as with other cybersecurity 
functions, is a shared responsibility. Many 
cloud providers, industry standards, 
frameworks and regulators strive to provide 
a plethora of documentation on 
implementation guidance. It is the 
organization’s responsibility to understand, 
implement, enforce, and monitor 
responsibilities that are shared and agreed 
upon. Some organizations tend to think  
that their digital transformation into the 
cloud will be a risk transfer of compliance  
to the cloud provider and they will not have 
to worry about audits or assessments.  
Not true! 

While moving to the cloud does alleviate 
some of the struggles of being on-premises, 
it should infrequently be thought of as a way 
to transfer risk or shift responsibility for 
compliance to a third-party, which in this 
case may likely be the cloud provider. Rather, 
organizations should leverage the various 
tools and compliance resources offered to 
further strengthen their environments. One 
term that gets thrown frequently when 
talking about digital or cloud transformation 
is “Shared Responsibility” and that is 
important that we understand what that 
term means and how it affects the way 
organizations look at compliance.

Typically, third-party assessors and auditors 
are looking to understand and assess  
the security and compliance of AWS Identity 
and Access Management (IAM) practices 
whether on-prem or cloud. These include 
compliance against System and 

Organization Controls (SOC), Payment 
Card Industry (PCI), Federal Risk and 
Authorization Management  
Program (FedRAMP), International 
Organization for Standardization 
(ISO), and others. Many 
organizations today have several 
cloud services such as Software 
as a Service (SaaS), Platform as a 
Service (PaaS), or Infrastructure 
as a Service (IaaS) or operate a 
hybrid cloud or on-prem model. 
Such environments create a 
proliferation of permissions, 
entitlements, and privileged 
accounts.

Many of these need to be governed, 
managed, and secured for which there is 
a need for an identity security framework 
that should allow for better visibility and 
security. Typically, in a hybrid cloud 
environment, non-critical activities are 
performed by the public cloud and critical 
activities are performed by the private 
cloud.

Mastering Compliance: 
Navigating Security 
Standards and Regulations 

Figure 1: Difference in the underlying technology used 
traditionally versus modern day cloud approaches

Traditional

• Waterfall Model – Long Development Cycles

• Non-Integrated / Paper-Centric Documentation and Records

• Manual-Based Processes and Quality Checks

Cloud Approach

• Agile / DevOps – Short Iterative Development Cycles

• Integrated / Native Electronic Docs and Records

• Automated Process Workflows and Quality Checks

The 
deployment of 

hybrid cloud environments 
has become a major driver in 

digital transformation. According to 
the Flexera 2023 State of the Cloud 

Report, 72% of enterprises have a hybrid 
cloud strategy2 and the Nutanix 2019 

Enterprise Cloud Index found that 85% 
of survey respondents selected 

hybrid cloud as their ideal IT 
operating model.3



Addressing Identity & Access Management Challenges in today’s Hybrid IT Environment

4

Managing risks in the cloud is a shared 
responsibility. However, the point where 
responsibility transitions from service 
organization to user organization can be a 
gray area, especially when multiple vendors 
and managed service providers are involved. 
Left undefined, a lack of clarity in this area 
can give a false sense of security to many 
parties concerned.

For a fully managed service offering, 
Deloitte’s standard scope of services across 
the cloud technology stack adheres to a 
shared responsibility model.

As a cloud service provider, AWS, is 
responsible for upholding the physical 
network and the virtualization layer. This 
typically comprises of setting up AWS 
regions, which are multiple locations 
world-wide that hosts amazon cloud 
resources, availability zones which are 
locations that are isolated from each other 
so that to prevent failures. In terms of the 
virtualization layer, AWS will be responsible 
for the compute, storage, database, and 
networking. This means AWS will provide 
enabling resources to implement an 
organization’s infrastructure, but it is up 

Figure 2: Deloitte’s shared responsibility model.

to the customers to determine they are 
configured securely and is tailored to each 
customer’s use case. 

Furthermore, as a managed service 
offering, Deloitte can help with network 
management, which typically help with 
Network Access Control Lists (NACL’s), VPN 
(Virtual Private Network) Management, and 
Network monitoring services. Infrastructure 
Management and suggest that typically 
helps setup the underlying infrastructure 
as well as the instances supporting 
various applications. Operating system 
management helps with OS patching, 
Performance Tuning and Fault reduction 
and Storage Mounting. Security Services 
and Account Management typically 
includes Account onboarding, Subscription 
Management and Cloud Service Provider 
(CSP) Billing and Invoicing. 

Lastly, the client is typically responsible 
for Database Management, which involves 
setting up the database to suggest various 
applications and Application Layer Lifecycle 
and Provide guidance, which is the upkeep 
of applications that support the client’s 
primary business.
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We offer these services as add-ons, as required by clients 
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CUSTOMER DATA

PLATFORM, APPLICATIONS, IDENTITY & ACCESS MANAGEMENT

OPERATING SYSTEM, NETWORK & FIREWALL CONFIGURATION

CLIENT-SIDE DATA
ENCRYPTION &

DATA INTEGRITY
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(FILE SYSTEM 
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SOFTWARE
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CUSTOMER
RESPONSIBILITY FOR 
SECURITY ‘IN’ THE CLOUD

AWS
RESPONSIBILITY FOR 
SECURITY ‘OF’ THE CLOUD

Figure 3: AWS Shared Responsibility Model.

In the shared responsibility model that 
is provided by AWS, the customer is 
responsible for the security in the cloud, 
whereas AWS is responsible for the security 
of the cloud. When a new application 
launches, the significant aspect to consider 
is the AWS Region to determine if there 
is compliance with data governance 
requirements and that the application is 
compliant. In this example, the customer 
determines that data infrequently 
leaves a region without user’s explicit 
permission while abiding by the principle 
of least privilege while implementing 
inherent security standards embedded 
within Identity and Access Management. 
Furthermore, there are available services 
within a region that provide additional 
measures of compliance.

Scrutinizing compliance is often required 
for companies that have strong regulatory 
circumstances. An AWS service that 
provides governance, compliance and audit 
for AWS accounts is AWS CloudTrail, which 
is enabled by default. AWS CloudTrail can 
be applied to many dedicated AWS regions 
or a single region to get a history of events 
and API called made within a target AWS 
account. In addition to AWS services like 
CloudTrail, there is a portal that provides 
customers with on-demand access to 
AWS compliance documentation and AWS 
agreements. Artifact reports in AWS can be 
used to provide guidance to internal audit or 
compliance teams because they allow users 
to download AWS security and compliance 
documents from third-party auditors, like 
AWS ISO certifications, PCI, SOC reports. 
The AWS cloud solutions and platforms 
that Deloitte builds have SOC1 and SOC2 
reports, as well as various other compliance 
reports, which are made available to clients.
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Cloud Partner

• Infrastructure Qualification

• Qualification status maintenance

• Data center management in accordance
with their own policies and procedures

• Application release management

• Infrastructure management
(e.g., Operating System patches,
server maintenance)

• Updating and availability
of artifacts, certifications,
and compliance records

Regulated Company

• Conduct supplier
assessments and audits

• Requirements definition

• Risk definition and determination

• Provisioning of new instances and virtual
databases

• Service contract management

• Quality agreements creation and management

• Perform acceptance testing

• Deliverable approval

Providing value at the 
intersection of risk, 
regulation, and AWS

• We are an APN Premier Consulting
Partner and an AWS Security
Competency Partner (Launch Partner)

• We have a dedicated Cloud Cyber Risk
practice and relationships with AWS
cloud security vendors

• Our cyber risk professionals
have experience with design and
implementation of secure AWS
environments using DevSecOps

• Many of our services are built on AWS
technologies, leveraging pre-built
integrations that our clients can leverage
to shorten time-to-value

• We have developed standard
architecture patterns that enable a
cloud-aware, end-to-end AWS security
monitoring solution

• Our rich experience across a range of
industry sectors guides focuses on the
regulations, standards, and cyberthreats
that are likely to impact your business

• We have more than 3,100 cyber risk
professionals in the US

• Part of a global team of 21,000
risk management and cyber risk
professionals across the Deloitte Touche
Tohmatsu Limited network of member
firms
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As a leading cybersecurity professional service provider Deloitte has been engaged 
by various clients for modernizing and transforming their Enterprise Identity Access 
Management solution. Oftentimes one of the specific business drivers is being able to 
align with compliance requirements while addressing risk presented to organizations. 

Many of the Identity Governance and Administration (IGA) vendors offer modularized 
solutions to automate processes to address compliance and reduce risk.

Deloitte’s IGA Solution 
Offering for Compliance

Figure 4: IGA modules for compliance.

ROLE BASED 
ACCESS 

CONTROL

Need-to-know access 
that defines baseline of appropriate access across the 
organization and more quickly identify risky anomalies

Easy-to-workflows 
to maintain and evolve access over time 
that incorporate risk considerations.

Automatic access
that evolves based on job responsibilities as 
individuals move through the organization

ACCESS 
CERTIFICATION
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M

P
L
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Role Based Access Control:

RME4 Methodology: For over 15 years Deloitte has been helping clients build roles programs 
as part of their Identity and Governance programs. Through our experience, Deloitte we 
have developed the RM4E methodology and have tailored the methodology to work with 
clients. As part of our broader Identity practice, we have a dedicated RBAC solution offering, 
specializing in industry leading practices for highly effective roles programs. 

• Begin work with a 
selected business
community

• Confirm the intelligence
gathered during initial 
activities phase for the 
business community

• Initiate education on role 
management processes

- Engineering
- Usage
- Maintenance

• Initiate education on the 
role and definition model

• Gather, review, and 
assess business 
community system
access information 
and statistics

• Conduct role engineering 
for selected business 
community utilizing IGA’s 
AI capability and HR source 
data

• Educate business community
on the role processes

• Educate business community
on the role and definition 
model

- Role
- Worker Type
- Exceptions

• Test roles, processes, and 
technology

• Identify exceptions and 
Separation of Duties (SoD)

• Finalize roles with 
appropriate individuals and 
groups

• Obtain approval on roles,
worker (user) types, and 
exceptions

• Handoff to IGA production 
team

• Perform access remediation

• Deploy and store enterprise
roles

• Deploy role management 
processes, procedures, and 
guidelines

• Finalize business community 
role management 
implementation

Figure 5: Deloitte’s RM4E Methodology

INITIAL
ACTIVITIES

DEPLOYMENT

JUMPSTART ROLE VALIDATION
& APPROVAL

ROLE
ENGINEERING



Addressing Identity & Access Management Challenges in today’s Hybrid IT Environment

9

Role Mining approach:

Role mining is the process of defining the actual user-to-entitlement mapping to extract 
the role definition. This is the most critical, time-consuming, and expensive part of RBAC 
deployment. The applicable strategy and approach are needed to get the roles aligned to 
your circumstances.

DEFINITION PROS CONS
TO

P-
D

O
W

N

• Its Business-centric 
and based on 
responsibilities of 
given job/individual in 
the organization

• Business processes 
are divided into 
smaller function units

• Permissions are 
associated with these
function units, based 
on the job function

• Provides accurate, 
reusable roles

• Aligned well with the
business structure

• No requirement of 
expensive role mining 
tools

• Manual task – Cannot
be automated

• Time-intensive

• Overall costs could be
higher for larger user 
base

• Ignores existing 
permissions

BO
TT

O
M

-U
P

• Its IT-centric and 
based on existing 
permissions 

• Existing permissions 
are normalized and 
rationalized

• Analytical tools are 
used to analyze 
existing permissions

• Heavy analytical work 
can be automated

• Lesser variance from
existing permissions 
as compared to Top 
Down

• Commercial role 
mining tools may be 
required based on the
volume of data

• Accumulation of 
permissions from 
previous job functions

• Ignores business 
structure

There are three 
approaches to 
role mining:

1. Top-Down

2. Bottom-Up

3. Hybrid -
A combination
of Top-Down
and Bottom-
Up (Deloitte
Recommended)

Based on principles of  
Least Privilege &  

Segregation of Duties

Is Unique 
(name and role 
composition)

Is Structured  
(follows organizational 

role design)

Is Modular & 
Reusable

Has sufficient  
Metadata and Clear  

English Descriptions

Characteristics of a Role
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C L O U D  I N F R A S T R U C T U R E

Container Role 1
Role Type: Organization

Business Role 1
Role Type: Business

Business Role 2
Role Type: Business

Application
Role 1:

Role Type: IT Role 

Entitlement 1

Entitlement 2

Entitlement 3

Entitlement 1

Entitlement 2

Entitlement 3

Application
Role 2:

Role Type: IT Role 

Entitlement 1

Entitlement 2

Entitlement 3

Application
Role 3:

Role Type: IT Role 

Level 0—Role Containers
• Describes the company’s organizational structure
• This role type is Non-Requestable

Level 1—Enterprise Role/Birthright Role/Business Role
• Identifies enterprise staff level/type or jpb functions or Business role
• This role type is Requestable/Non-Requestable

Level 2—Application Role
• Encapsulates sets of application entitlements
• This role type is Requestable

Level 3—Application  Role
• Represents individual system entitlements
• This can be Requestable/Non-Requestable

Target systems
• Represents Target systems where   
 the actual entitlements reside

Figure 6: Potential role hierarchy in a cloud environment.

 • Assignment of roles can be automated 
through RBAC solution based on the 
organization title/hierarchy and other 
attributes like location.  
E.g. All users in XYZ location can be 
automatically assigned base role for that 
location and all managers in that location 
can be assigned a manager business role 
on top of the base role.

 • Assignment of a higher level role 
automatically assigns the underlying base 
/ technical roles.  
E.g. Assignment of Level 1 role 
automatically assigns Level 2 and Level 3.

 • Properly defined hierarchical roles 
reduce the number access requests, 
access request approvals, provisioning/
de-provisioning tickets, SOD rules and 
eventually the number of items reviewed 
during user access reviews.

 • With a proper structure to the roles , 
maintenance of roles become easier.

 • Changes in the role composition is 
propagated to the complete hierarchy and 
the users who have the roles assigned.

Potential Benefits of Hierarchical Role Structure:
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Access Certification:

Introduction:

In addition to the provisioning and deprovisioning processes, IGA solutions also perform a 
user access review and role review for users, cloud and on-prem sources. Users are reviewed 
for appropriateness of access and excessive or unnecessary permissions are removed 
automatically for connected sources like AWS. 

Approach to implement automated Access Certification:

Potential Benefits:

 • Increased visibility and simplified and automated management of complex multi-cloud 
infrastructure 

 • Enhanced security through least privilege access 

 • Automated compliance adherence for audit requirements

 • Ease of reporting capabilities with detailed information like certifiers, time stamps and 
reason for audit requirements

1 2 3 4 5

PLANNING SCOPING & 
PRIORITIZATION 

ENTITLEMENT 
ENRICHMENT 

CERTIFICATION 
PILOT 

CERTIFICATION 
CAMPAIGN 

• Get leadership buy-in    
 and socialize access     
 certification program

• Define           
 application/source     
 prioritization criteria

• Define access        
 certification framework   
 including process      
 flow(s), template      
 definition, escalation    
 path(s)

• Review and confirm     
 access certification     
 use-cases and       
 specification

• Align w/stakeholders 
 on initial access       
 certification timeline

• Confirm in scope      
 application/servers/
 assets and their       
 entitlements for      
 certification campaign   
 (manager certification)

• Identify entitlements 
 to be excluded from    
 certification as       
 applicable

• Confirm certifiers for in   
  scope applications

• Identify pilot assets 
 (up to 3) and certifiers

• Work with stakeholders   
 to define and confirm    
 metadata for in scope    
 assets/entitlements:

 – Name

 – Short description

 – Entitlement owner

 – Entitlement certifier

• Provide communication   
 examples

• Define workflow      
 template(s) for       
 certification and      
 configure in IGA

• Conduct acceptance test  
 w/select stakeholders

• Run pilot certification,    
 gather pilot feedback    
 from stakeholders and   
 make changes needed

• Assist in developing     
 access certification     
 guide(s)

• Prepare initial        
 certification campaign 
 in IGA Solution

• Launch initial        
 certification (manager    
 certification) for in-scope  
 assets

• Generate reports on    
 certification items that   
 are pending for       
 certifier’s action and    
 tasks that require      
 reconciliation to ensure   
 timely completion

• Work with         
 GRC/Compliance team   
 on the required       
 compliance 
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Staying in the forefront — 
Automated Continuous 
Compliance
Automation enables businesses to take advantage of the Cloud’s agile nature. Many 
environments can be built, torn down, and scaled rapidly to meet demand. Manual 
change and configuration management may no longer be feasible to keep pace with 
continuously evolving cloud resources. Automation of these processes allow businesses 
to maintain compliance at the speed of cloud.

2

AUTOMATION IS 
EVERYTHING

CONTINUOUS 
COMPLIANCE

DEVOPS ENABLED
Continuous innovation and 
integration, leveraging cloud 
technologies fully enabled by 

DevOps capabilities.

PERFORMANCE 
& RESILIENCY

Improve service availibility 
and speed to recovery with 

automated updates, monitoring, 
and change management.

AGILITY
Accelerate delivery speed 

by allowing business priorities 
to shift based on client demand, 

while remaining aligned with 
compliance needs.

GOVERNANCE, 
CONTROLS & 
REPORTING

Governance and security control 
delivered efficiently and 
effectively. On-demand 
Compliance Reporting.

COST EFFICIENCY
Capitalize on the new 

economics of cloud and 
cost-effectively deliver services.
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The strength of the 
Deloitte/AWS relationship

Premier
Consulting Partner

Security Competency

Government Competency

Financial Services Competency

Public Sector Partner MSP Partner

Partner 
network

Our relationship brings together Deloitte’s 
extensive industry experience in cyber and 

enterprise risk management with the security-
enabled cloud infrastructure of AWS. In 2006, AWS 

began offering IT infrastructure services to businesses in 
the form of web services—now commonly known as cloud 

computing. Today AWS provides a highly reliable, secure, 
scalable, low-cost infrastructure that powers hundreds of 

thousands of businesses in 190 countries around the world, 
with over a million active customers spread across many 
industries and geographies.

Deloitte can help organizations adopt AWS securely and 
establish a security-first cloud strategy. Deloitte is a leading 
information technology and advisory company. Deloitte is 
an APN Premier Consulting Partner and an AWS Security 

Competency Partner (Launch Partner) and was one of the 
first eight organizations globally to achieve the Security 

Competency as a launch partner. Deloitte’s vast 
experience in Cyber Risk, combined with its extensive 

experience with AWS and Cloud technologies, 
enable us to provide end-to-end security 

solutions.
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